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Abstract of the contribution: This paper proposes to update privacy profile.
1.	Discussion
Based on the following description in section 6.1.2:
15.	If the privacy check in step 2 indicates that further privacy checks are needed, the (H-)GMLC shall perform an additional privacy check in order to decide whether the (H-)GMLC can forward the location information to the LCS client or AF or send a notification if the result of the privacy check requires the notification and verification based on current location. One example when this additional privacy check is needed is when the target UE user has defined different privacy settings for different geographical locations. When an additional privacy check is not needed, the (H-)GMLC skips steps 16-22.
UE may require additional privacy check for different locations. This pCR is proposed to update the privacy profile to include the “geographical locations require additional privacy check”.
2.	Proposal
It is proposed to update TS 23.273 as follows.
*** First change ***
[bookmark: _Toc3530015]5.4.1	General
An LCS client may or may not be authorised to retrieve the UE location, if the UE is not intended to be positioned e.g. for commercial use. 
UE LCS privacy profile handling is a feature which allows the UE to set a UE privacy profile and provide it to the network.
The UE LCS privacy profile is used to indicate whether the subsequent LCS request from the LCS client is allowed or disallowed.
The UE LCS privacy profile shall include the information as follows:
-	The UE LCS privacy indicator, which indicates the subsequent LCS request from the LCS client is allowed or disallowed.
The UE LCS privacy profile may further indicate the information as follows:
-	The valid time interval for the UE LCS privacy profile.
-	The allowed LCS client type.
-	Geographical locations that require additional privacy check.
The UE LCS privacy profile is a Data Subset i.e. UE LCS data, of the Subscription Data stored in the UDR that is accessed by the UDM. UDM may also store the UE privacy setting locally.
*** End of changes ***
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